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“Saporo est un outil de défense indispensable pour toutes les organisations qui 
veulent avoir une longueur d'avance dans la gestion des risques au sein de leurs 
infrastructures de plus en plus complexes."

Christophe Bouillard 
CISO à Bank Mirabaud & Cie
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 Sources de données principales

Segmenter les identités critiques 
pour réduire les risques.


Découvrir les chemins d'attaque à 
grande échelle.


Détecter les mauvaises 
configurations pour réduire les 
failles


Surveiller les changements pour 
éviter l'expansion de la surface 
d'attaque.




Identifiez et corrigez

Découvrez et analysez vos systèmes comme un attaquant.


Explorez et analysez votre environnement comme un attaquant. Identifiez et corrigez les 
accès les plus risqués. Si la majorité de vos utilisateurs peuvent devenir administrateurs 
en quelques étapes, cela doit être la priorité.

40% 

40% des admin fantômes 
exploitables en une 
seule étape.

94% 

des actifs critiques 
peuvent être compromis 
facilement.

80% 

des cyberattaques 
exploitent l'identité

Gestion de la surface d'attaque des identités

L'identité est la principale surface d'attaque. Saporo réduit considérablement votre 
surface d'attaque interne grâce à une meilleure segmentation des accès aux resources 
critiques et à la résolution des mauvaises configurations.

Aperçu
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Installation facile et flexible


Évolutif et sans agent, Saporo s'installe en une heure, avec seulement un accès en lecture 
requis. Déployable sur site ou dans le cloud.

Surveillance continue pour 

rester protégé

Suivez les changements à risque 
en temps réel. Les mises à jour 
système de routine  peuvent 
affecter votre posture de sécurité.

Priorisez les ressources sur 

ce qui compte le plus

Focalisez-vous sur les risques 
critiques. Saporo corrèle les 
mauvaises configurations avec des 
référentiels (ANSSI, MITRE, CIS) 
pour prioriser les remédiations.

Réduisez considérablement votre 
surface d'attaque des identités

Empêchez l'accès facile aux actifs 
critiques et éliminez des millions de 
chemins entre utilisateurs et actifs 
privilégiés

Résistez aux attaques basées sur l'identité

Aperçu


